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Social media are internet-based tools for sharing and discussing information.

The term “social media” most often refers to activities that integrate technology, social interaction and the sharing of words, pictures, videos and audio, such as…

· Multimedia and social networking sites, like Twitter, Facebook, YouTube and Myspace

· Blogs, wikis, message boards, microblogs and other community‐based sites or collaboration tools

· Social commerce postings, like product or experience reviews

· Any other site where information – like text, images, video, sound or other files – can be uploaded or posted

So you want to post? Read this first.

As JI employees, we are accountable for how we talk about our business, whether it’s in person, on the phone, in print or online. Before you post information online that relates in any way to JI Companies, start by getting grounded in our company values. Be thoughtful about what you share and how you share it.

The 10 guidelines below explain our policies as they apply to social media:

1. Keep confidential information confidential. Any statement, whether made online or offline or through images, videos or sound files, related to or referencing the Company’s business, customers, products or other employees, regardless of the media or forum used, must strictly comply with company policies and procedures. It is never okay to post anything in relation to or make statements referencing any of JI’s clients. Keep any Internet based conversation about the company focused on publicly known information.

If you are not sure whether something is appropriate to post, double check what you’re thinking, and get a second opinion from your Manager.

2. Be accurate, truthful and considerate in your posts. Be constructive, provide appropriate context, and think about the impact of your comments on our customers, our brands, other employees and shareholders. Words matter…especially when employees discuss business related topics. And remember that anyone, including customers, shareholders, competitors, your employer and other employees can find and see postings. So be thoughtful about what you share and how you share it – just as you would at work or at home.

3. Take responsibility for your words. Remember that individuals can be held personally accountable for comments deemed to be defamatory, obscene, proprietary or libelous, whether they pertain to JI Companies, another company or another person.

4. Assume that anyone can see what you post. The Internet is a fully searchable, which means that anyone with an Internet connection – including our customers, shareholders, competitors and your employer – can find even the most obscure information.

5. Identify yourself. Use a personal email address (not a JI Companies’ email address) as your primary means of identification.

6. Your work commitments. Ensure that your social media activity does not interfere with your work commitments. There might be times where certain employees will utilize the “social media” to benefit JI. Prior approval for work-related postings should be obtained.

7. Intellectual property. JI Companies’ intellectual property, logos, trademarks, and copyrights may not be used in any manner without expressed written authorization from the Chief Executive Officer.

8. Pass on any press inquiries. Social media postings occasionally generate media coverage. If you are ever asked to make a comment outside of the business, contact Sam Francis, Executive Vice President/General Counsel before making a statement.

9. Be safe. Be careful about posting personal information online, whether it is information about you, other employees or customers. Personal information can include photos, addresses and phone numbers, information about where and when you work, when you’re not at home, routines, or anything else that could compromise your safety or that of your team members or our customers.

10. Other things to consider. This policy applies to existing policies and all communications when the employee is using social media. The requirements of the following JI Companies policies apply to the use of social media:

· Anti-Harassment Policy

· Electronic Information Policy

· Code of Ethics

· Code of Business Conduct

· Confidentiality

· Proprietary Information
Questions about JI’s policies or social media guidelines?

Start by talking with your Manager or a member of Human Resources.

